Highly Specialized, Highly Committed

1. Download the .zip file package to your computer.
2. Extract the contents of the .zip file to a folder on your computer.
3. Open the folder with the extracted files.

4. Double click “Highly_Specialized_Highly Committed.exe” to start the
Virtual Simulator or double click
“Highly_Specialized_Highly_Committed.html” to start the Virtual Simulator
in a web browser.

5. Dedicated to the Profession should now be running.

If you have any issues getting the product to work, please contact CAPE.

Email: capeweb@usma.edu
Phone: 845-938-0467

http://cape.army.mil/contactus.php




Extra Considerations

This product can run on Flash in a web browser. Ensure Flash is installed and
enabled in your web browser.

When accessing local files in a web browser with Flash, you may need to adjust
the Flash security settings to allow the product to launch properly. Follow the
instructions below.

If you have Flash Player 10.3 or above:

1. First, open the Flash Player Settings Manager Window. This can be done
one of two ways:

a. Option 1:
I. Launch the product in the web browser you plan to use.

ii. Right-click on the content area of the first page to bring up the
Flash menu. Select “Global Settings...”

Zoom In

Show all
Cuality r
Print...

Settings...

Global Sttings...

Check for Updates...



b. Option 2:

Go to the “Start” menu and open the “Control Panel.”

Make sure the “View by” setting is set to “Large icons” or

“Small icons.”

Locate and open “Flash Player.”

¥ Al Conteod Paned Ttems

() 155~ vl arai ~ Al Cortripand es =

v 53 [ Sewch Cornipnd ©l

Adjust your COMputer’s settings

‘r Wi Center
i Bittocker Orive Enceygtion

:';‘;; Date and Time

,g Device Hanager I I I .

| Flash #layer {32-ba)

Q& Hometiroup

4
=) )

J HMouse

‘ Personalication
il sacwiy
U Speech Recognition

:_ﬂ Troublesbeosting

‘ Windows Firewall

Q'{’*» Adeisisteative Tools
|ﬂ Color Management
.ﬁ Default Programs

i) Devices and Primters

| ‘»“ Folder Dptions

~}& Indexing Ogtions

o Keyboard

At.ﬁ; Network and Sharing Center
74 vhune and Hodem

q Reglun and Languege

@ Sync Cester

&.-\ User Accounts

Vi Windows Mobalty Center

] 3 AstoPlay
l?‘! Confeguration Manager
B oenaudio
! Desplay
A Fonts
Inteks 1O Graghics
{77 Location and ather Scasars
Q Rotifscation Arca fcoms

‘3 Power Dptions

- RemuoteApp and Desktop
Y4 Connections

h‘ System
3 windows cardspace

P " Windows Update
<t

i ]

i‘; Backep and Restore
@ Credential Manaper
) ven vesctipa

@ Ease of Access Comter
_' Gettng Started

‘2" Intersct Dptions

_(;) Hail (32-bit}

. Performance Information
and Tools

{; Programs and Festures
(59 sound
I Taskbar and Start Mens

& Winduws Defender




2. Select the “Advanced” tab in the Flash Player Settings Manager Window

Flash Player Settings Manager ﬂ
| Camera and Micl Playbackl Updates '

Local Storage Settings

Local storage may be used by wehsites to save data about this computer's use
of Flash Player, such as viewing history, game progress, saved work,
preferences, or data that identifies this computer.

Learn more about privacy controls

& Allow sites to save information on this computer
" Ask me before allowing new sites to save information on this computer
" Block all sites from storing information on this computer

Local Storage Settings by Site... Delete All...

Private Browsing

You may want to browse temporarily without saving local storage or history.

Learn more about private browsing

3. Click the “Trusted Location Settings...” button at the bottom of the screen.
x

Browsing Data and Settings

Delete all local storage, saved choices, settings, and Delete Al
other data used by content in Flash Player across all

browsers on this computer,

Developer Tools

Spedfy trusted locations for developer testing.

Trusted Location Settings...

Protected Content

If you are selling or donating this computer, deauthorize it to prevent Flash
Player from playing previously viewed protected content, such as movies ar
music you may have purchased.

4. Click the “Add...” button.



Trusted Location Settings
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5. Click the “Add Folder...” button.
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6. Navigate to the folder with the product and click “OK.”
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7. The path should now be displayed in the Website Domain box. Click
“Confirm.”
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8. Click close on the Trusted Location Settings Window and close the Flash
Player Security Settings Window.

9. Exit your browser and restart the product.



If you have Flash Player below version 10.3:
(Or you are using Google Chrome or a Chromium-based browser)

1. Open the web browser that you plan to use and go to:
http://www.macromedia.com/support/documentation/en/flashplayer/help/settings m
anager04.html

2. The link above should take you directly to the “Global Security Settings
Panel.” If it does not, select the “Global Security Settings Panel” from the
Settings Manager list on the left.

3. Click the “Edit locations” drop-down in the security settings panel. Select
“Add location.”
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4. Click “Browse for folder...” then navigate to the location of the product and
click “OK” or “Open,” depending upon the version of Windows you are
using.
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5. Check to be sure the location you selected is now listed in the “Always trust
files from these locations” list.

6. You should now be able to run the files. If you move the files to another
location, you must repeat these steps for the new location.



